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Abstract
This systematic review synthesizes evidence of how people use the internet to deploy covert strategies around escaping from, or
perpetrating, intimate partner violence (IPV). Online tools and services can facilitate individuals leaving abusive relationships, yet
they can also act as a barrier to departure. They may also enable abusive behaviors. A comprehensive literature search of
published and unpublished studies in electronic databases was conducted. Two researchers independently screened abstracts and
full texts for study eligibility and evaluated the quality of included studies. The systematic review includes 22 studies (9 qualitative
and 11 cross-sectional studies, a randomized control trial [RCT] and a nonrandomized study [NRS]) published between 2004
and 2017. Four covert behaviors linked to covert online strategies around IPV were identified: presence online, granular control,
use of digital support tools and services, and stalking and surveillance. The same technology that provides individuals with easy
access to information and supportive services related to IPV, such as digital devices, tools, and services, also enables perpetrators
to monitor or harass their partners. This review takes a rigorous interdisciplinary approach to synthesizing knowledge on the
covert strategies adopted by people in relation to IPV. It has particular relevance to practitioners who support survivors in
increasing awareness of the role of digital technologies in IPV, to law enforcement agencies in identifying new forms of evidence of
abuse, and in enabling designers of online/social media applications to take the needs and vulnerabilities of IPV survivors into
account.
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This article reports on an interdisciplinary systematic review

conducted to identify the covert strategies deployed online by

individuals involved in intimate partner violence (IPV), either

perpetrators or survivors, and the enablers and barriers encoun-

tered in using these strategies. The research was carried out as

part of the Keeping Secrets Online project (crestresearch.ac.uk/

projects/keeping-secrets-online/), which synthesizes new

knowledge of how people use the internet to facilitate secret-

keeping in a range of contexts.

The topic of experiencing or perpetrating IPV was selected

as a rich area of study as there is a high level of motivation for

people to keep secrets online in this context. IPV is defined as

any behavior within an intimate relationship that causes phys-

ical, psychological, or sexual harm to those in the relationship

(Krug et al., 2002). A victim1 may seek support online in cop-

ing with IPV or assistance and advice in escaping from it. If the

perpetrator discovers their activities, the victim may be at risk

of physical and psychological harm from the perpetrator, or the

victim may be deterred from escaping from the abusive rela-

tionship. Technology-based IPV creates emotional turmoil, life

complications, and helplessness, especially in women’s lives

(Brown et al., 2018).

Victims/Survivors of IPV

Women aged 18–29 are at higher risk of IPV than older women

(Bradley & Potter, 2018; Brown et al., 2018). Although some

studies describe equal rates of IPV perpetration across genders

or imply that women more often perpetrate some forms of IPV,

researchers adopting feminist epistemological approaches

emphasize the importance of looking at the context and conse-

quences around IPV before concluding that there is gender

symmetry (Brown et al., 2018).

There have been attempts made to educate those either

experiencing or at risk of IPV about internet safety (Finn &

1 Warwick Business School, University of Warwick, Coventry, United

Kingdom
2 School of Nursing and Health Sciences, University of Dundee, United

Kingdom
3 Computer & Information Sciences, University of Strathclyde, Glasgow, United

Kingdom

Corresponding Author:

Aikaterini Grimani, Warwick Business School, University of Warwick, Scarman

Rd., Coventry CV4 7AL, United Kingdom.

Email: grimaniaik@phs.uoa.gr

TRAUMA, VIOLENCE, & ABUSE
1-13
ª The Author(s) 2020

Article reuse guidelines:
sagepub.com/journals-permissions
DOI: 10.1177/1524838020957985
journals.sagepub.com/home/tva

https://orcid.org/0000-0002-2076-6199
https://orcid.org/0000-0002-2076-6199
http://crestresearch.ac.uk/projects/keeping-secrets-online/
http://crestresearch.ac.uk/projects/keeping-secrets-online/
mailto:grimaniaik@phs.uoa.gr
https://sagepub.com/journals-permissions
https://doi.org/10.1177/1524838020957985
http://journals.sagepub.com/home/tva
http://crossmark.crossref.org/dialog/?doi=10.1177%2F1524838020957985&domain=pdf&date_stamp=2020-09-15


Atkinson, 2009) and to deliver online interventions that aim to

reduce their risk. Online interventions include the use of

internet-based safety decision aids and action plans, which can

be accessed through smartphones, tablets, and computers

(Bloom et al., 2014; Eden et al., 2015; Ford-Gilboe et al.,

2017; Koziol-McLain et al., 2015; Tarzia et al., 2016; Wathen

& McKeown, 2010). Victims and survivors can access online

tools that help increase privacy and safety, while online fora

can support their emotional and psychological recovery (Brem

et al., 2017; Jenaroa et al., 2018; Lee & Anderson, 2016; Mar-

ganski & Melander, 2018; Melander, 2010; Southworth et al.,

2007).

In this systematic review, we sought to identify and synthe-

size the strategies used by individuals who had experienced any

form of IPV (including physical violence, coercive control,

cyberstalking) and had engaged in covert online behaviors

when attempting to leave a relationship. This included gener-

ating a new identity or concealing an old identity online. We

also considered how online tools and services serve as a means

of extending abusive behaviors by the perpetrator.

Perpetrators

Perpetrators’ efforts to exert power and control by frightening,

stalking, monitoring, and controlling their victims have been

enabled by a wide range of technological tools. These tools

range from early innovations such as caller identification, fax

machines, calling cards, and cordless telephones to more con-

temporary ones such as cellular and wireless telephones, GPS

and location services, spyware software and keystroke login

hardware, and hidden cameras (Al-Alosi, 2017; Melander,

2010; Southworth et al., 2007). Social networking sites afford

unique opportunities to perpetrators to humiliate, manipulate,

or harass their victim, within an online community that is typi-

cally occupied by the victim’s friends and family (Brown et al.,

2018; Moncur & Herron, 2018).

Surveillance and “monitoring” are terms that are used inter-

changeably by researchers. Monitoring is often reported as the

most common form of technology-based IPV used by perpe-

trators and has been defined as “the use of ICTs to gather

information about a romantic partner that creates or enhances

a dynamic of control within the relationship” (Brown et al.,

2018, p. 215). Interpersonal electronic surveillance is charac-

terized as “surreptitious strategies individuals use over com-

munication technologies to gain awareness of another user’s

offline and/or online behaviours” (Tokunaga, 2011, p. 706).

Surveillance and monitoring may be carried out by partners

involved in intimate relationships (even those not involving

IPV) as a strategy in response to threats of extradyadic rivals,

or in the early or intermediate stages of a new relationship, to

obtain more information about the other (Tokunaga, 2011).

Technology-enabled abusive behaviors enacted by perpetra-

tors may include cyberstalking—unwelcome and intrusive

behaviors that involve repeated threats and/or harassment via

email or other computer-mediated communication (Henry &

Powell, 2018; Powell & Henry, 2016; Smoker & March, 2017;

Southworth et al., 2007); fraping—“an activity that involves

the unauthorised alteration of information on an individual’s

online social network site profile by a third party” (Moncur

et al., 2016, p. 125); monitoring email communication either

directly on the victim’s computer or through “sniffer” pro-

grams (pieces of software that collect access codes that allow

entry into a targeted system); sending insulting emails; disrupt-

ing email communications by flooding a victim’s email inbox

with unwanted mail; or by sending a virus program (Marganski

& Melander, 2018; Melander, 2010; Moncur et al., 2016;

Southworth et al., 2007).

These abusive behaviors are an extension of common—albeit

undesirable—online behaviors enacted in romantic relationships.

In one survey, over 65% of adults used technology to monitor a

partner (e.g., hacking into a partner’s email; Burke et al., 2011).

In a later survey, 43% of men monitored their partner’s social

interactions through common technological sources (e.g., mobile

phone, email, and social networks) by gaining access to their

password-protected information, while over 15% of men used

GPS technology to monitor a partner’s activities (Brem et al.,

2017). Moreover, Leisring and Giumetti (2014) found that 93%
of college students both perpetrated and experienced minor cyber

abuse (e.g., swearing at or insulting partner) involving their part-

ner, while 13% perpetrated and experienced severe cyber abuse

(e.g., threats, public humiliation).

Objectives

The purpose of this systematic review was to identify how

individuals either experiencing or perpetrating IPV engage in

covert online behaviors. Specifically, the following research

questions were addressed.

Research Question 1: What covert online strategies do

survivors use in relation to IPV?

Research Question 2: What strategies do perpetrators

use online to covertly extend their abusive behaviors?

Research Question 3: How are the strategies identified

in Research Question 1 and Research Question 2:

a. affected by age?

b. affected by gender?

c. varied across non-Western and diaspora populations?

Method

A systematic review was conducted, as this affords a more

robust approach to search, appraisal, and synthesis of the liter-

ature than traditional reviews. Systematic reviews were origi-

nally developed for use in medical research; however, they are

now used in a range of different disciplines (Haddaway &

Bilotta, 2016). The protocol for this systematic review was

registered in the International Prospective Register of Systema-

tic Reviews (with Registration Number CRD42018091691).
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Inclusion/Exclusion Criteria

Studies were included in the review if they met the following

criteria:

� Quantitative or qualitative research studies that present

empirical methods and results;

� Explored internet use, either by individuals who have

experienced IPV, in order to facilitate protection from

perpetrators and support from friends, family, and pro-

fessionals or by perpetrators as a means of control, sur-

veillance, and harassment;

� Included adults aged over 16 who have experienced

violence (physical, sexual, emotional) from their inti-

mate partner, or perpetrated IPV (no restrictions were

placed on gender, geographical region, or sexuality);

� Written in English language;

� Published from 2004 to current (searches conducted

February 2018). We considered literature linked to

early, as well as current, use of social networking sites

(SNSs). While Facebook was released in 2004,

MySpace was the largest SNS in the world from 2005

to 2008, while others were also popular—for example,

Friendster, Bebo, and Cyworld. Facebook became the

most popular SNS globally in 2009.

Studies were excluded in the review if they:

� Did not report empirical methods and results (e.g., com-

mentaries, editorials),

� Included children and young people under 16 years,2

� Included adults who experienced sexual violence or har-

assment from somebody that was not an intimate

partner,

� Did not explore the use of the internet in the context of

IPV,

� Were not published in English,

� Were published before 2004: Social media, and in par-

ticular SNSs such as Facebook, became ubiquitous and

started radically altering the nature and scope of social

interaction for their users (e.g., self-presentation, pub-

licly disclosed information, surveillance by audiences)

after 2004.

Search Strategy and Selection Process

A series of steps were undertaken in identifying relevant

papers. These comprised creating and running a search strat-

egy, screening abstracts and titles, evaluating methodological

quality of each study, extracting relevant data from each study

screened successfully, and developing a narrative synthesis of

the findings from the included studies. Each step is described in

turn below.

A search strategy, using Medical Subject Headings (MeSH)

terms and relevant key words, was developed (Supplemental

Material Table B). The search strategies included combining

terms related to IPV with terms related to internet use with

Boolean operators. No restrictions were placed on the search

in terms of place of publication.

The following databases were searched: MEDLINE (via

Ovid), Social Science Citation Index (via Web of Science),

ASSIA (via ProQuest), PsycINFO (EBSCO), and ACM Digital

Library. In addition, Google Scholar was searched, with results

capped at the first 100 records, sorted by relevance. Gray litera-

ture was sought by manually searching the following websites

relevant to the topic area: World Health Organization, United

Nations Women, End Violence Against Women, Department for

International Development, PEW Research Centre. Editorials,

letters, working papers, reports, and reviews were excluded.

Finally, in order to ensure no relevant studies were omitted, addi-

tional studies were identified from the reference lists of studies

that met the inclusion criteria and were included in the review.

All studies identified by the search were imported into End-

note 7, and duplicates were removed. Two reviewers (A.Gr.

and A.Ga.) independently screened all titles and abstracts

against the eligibility criteria. At this stage, we were purpose-

fully overinclusive and only excluded any obviously irrelevant

studies. The full texts of studies potentially meeting the elig-

ibility criteria were then retrieved and screened independently

by A.Gr and A.Ga. against the eligibility criteria. Differences

in judgment at both stages were resolved through a consensus

procedure. A record was kept of all discarded full-text articles,

including the reason for discard.

The two reviewers independently evaluated the methodolo-

gical quality of each study, using an assessment tool appropri-

ate to the study design. Discrepancies were resolved through a

consensus procedure. Due to the methodological diversity of

the included research studies, a range of appraisal tools were

necessary to assess different study designs and included:

� Critical Appraisal Skills Program Checklist for qualita-

tive studies (Dixon-Woods et al., 2007; Walsh &

Downe, 2006),

� Appraisal tool for cross-sectional studies (Downes et al.,

2016),

� Cochrane Collaboration Risk of Bias Tool for Rando-

mized controlled trials (Armijo-Olivo et al., 2012; Hig-

gins et al., 2011),

� Quality Assessment Tool for Quantitative Studies

(Armijo-Olivo et al., 2012; National and Collaborating

Centre for Methods, 2008).

A data extraction form was developed, reviewed, and

refined by the researchers and includes the following: informa-

tion on publication (title, authors, year), study aims, geographi-

cal location, context and setting, sampling approach, ethical

issues, participant characteristics, data collection methods),

data analysis approach, data collected, and results. One

reviewer extracted the data (A.Gr.), while a second reviewer

(A.Ga.) checked all the extracted data.

A narrative synthesis of the findings from the included studies,

and the structures around the type of studies (experimental, sur-

vey, ethnography, etc.), was conducted. This approach is flexible,

Grimani et al. 3



allowing for different types of evidence, both qualitative and

quantitative, to be synthesized (Mays et al., 2005; Popay et al.,

2006). The following stages of analysis were used to develop the

synthesis. First, content analysis was used to identify different

clusters/groupings of covert strategies, the frequency with which

these strategies are employed and the extent to which they are

effective in maintaining privacy. Content analysis is a systematic,

replicable technique for compressing many words of text into

fewer content categories based on explicit rules of coding (Stem-

ler, 2001). It is also useful for examining trends and patterns in

documents (Mays et al., 2005; Popay et al., 2006). The process of

creating codes was a combination of both predetermined (a priori)

and emergent coding. Predetermined coding was based on a pre-

vious coding dictionary from other relevant research studies and

key concepts, while emergent coding was based on concepts,

actions, or meanings that evolved from the data and were different

from the predetermined codes (Stemler, 2001).

Secondly, thematic analysis of the data, the most common

method adopted within narrative reviews, was used to system-

atically identify the main, recurrent, or most important themes

or concepts across the included studies. The following three

stages were conducted: coding text, developing descriptive

themes, generating analytical themes (Thomas & Harden,

2008). As a method, it provides a means of organizing and

summarizing the findings from large, diverse bodies of

research (Mays et al., 2005; Popay et al., 2006). NVivo (Ver-

sion 12.0) qualitative software was used to facilitate analysis. It

provides a robust and pragmatic way to manage the complex-

ities of conducting qualitative evidence synthesis, facilitates

framework synthesis, and provides clear an audit trail, enhan-

cing confidence in synthesis findings (Houghton et al., 2017).

Thirdly, the findings of these analyses for each study were

then compared using a process known as translation (France

et al., 2019). Translation enables common themes from across

the studies to be identified and then synthesized narratively.

The synthesis goes beyond simple reporting of individual study

findings and aims to bring together the combined findings of all

the studies using a textual approach. Finally, the robustness of

the narrative synthesis was assessed by considering the quality

of the evidence related to the research findings and for drawing

conclusions about the strategies (Popay et al., 2006).

Results

Using the search strategy and selection process described

above resulted in only 22 articles being retained from an initial

set of 3,158 citations (see Figure 1), with the result set incre-

mentally reduced as follows: (i) The search of the predefined

Figure 1. Flowchart of the study selection process used for the systematic review.
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databases resulted in 3,056 records. (ii) A further 102 records

were found in other sources, giving a total of 3,158 citations.

The latter included references from relevant studies, reviews,

and publications from Google Scholar. (iii) After duplicates

were removed (n ¼ 370), a total of 2,788 citations were

screened against the inclusion criteria. (iv) Of these, 2,705

citations were excluded on the basis of title, key words, and

abstract. (v) The full texts of the remaining articles (n ¼ 83)

were then assessed against the inclusion criteria, resulting in 22

articles being retained. The reasons for exclusion are presented

in Figure 1. Of the 22 studies retained (Supplemental Material

Table A1), nine were qualitative, 11 were cross-sectional stud-

ies, one study was an RCT, and one study was an NRS. The

majority of studies were conducted in the United States (n ¼
19), while one was conducted in Canada and two in Australia.

Sample size ranged from 6 to 1,683 participants (6,932 in total;

mean sample size: 315.1; median sample size: 112).

Strategies Used

The narrative synthesis described above served to identify three

strategies that satisfied Research Question 1—that is, they were

used as covert strategies used by survivors in relation to IPV:

presence online, granular control, and use of digital support

tools and services. One strategy was identified that satisfied

Research Question 2: stalking and surveillance, which was

used by perpetrators. All strategies are detailed in Table 1 (see

also Supplemental Material Table A2) and expanded upon

below.

Digital devices (such as smartphones, computers, tablets,

GPS devices, digital cameras), tools, and services (such as

web/mobile applications, software, blocking/monitoring tools,

spyware) enabled these strategies, by providing those experi-

encing IPV with easy access to information, and opportunities

for professional, peer support, and concealment from perpetra-

tors. However, these same devices, tools, and services were

also used by perpetrators in monitoring or harassing their part-

ners and in deterring supportive behaviors (see Tables 2 and 3;

Supplemental Material Tables A3 and A4). Thus, digital tech-

nologies can be helpful, but SNSs such as Facebook do not

easily provide the kind of privacy that victims of IPV require.

A summary table of critical findings is also provided below

(see Table 4).

Table 1. Covert Strategies Related to IPV.

Covert Strategies No. of Studies and References

Presence online 9 (Bosch & Schumm, 2004; Chaulk & Jones, 2011; Choo et al., 2015; Dimond et al., 2011; Freed et al., 2017; Halligan
et al., 2013; Lindsay et al., 2013; Matthews et al., 2017; Tarzia et al., 2017)

Granular control 7 (Chaulk & Jones, 2011; Dimond et al., 2011; Finn & Atkinson, 2009; Freed et al., 2017; Matthews et al., 2017; Tarzia
et al., 2017; Truman, 2011)

Technological
interventions

8 (Bacchus et al., 2016; Bloom et al., 2014; Choo et al., 2015; Constantino et al., 2007; Finn & Atkinson, 2009; Freed
et al., 2017; Lindsay et al., 2013; Tarzia et al., 2017)

Stalking and
surveillance

14 (Brem et al., 2015; Burke et al., 2011; Chaulk & Jones, 2011; Dimond et al., 2011; Finn & Atkinson, 2009; Fox &
Tokunaga, 2015; Freed et al., 2017; Marcum et al., 2017; Matthews et al., 2017; Reed et al., 2016; Ross et al., 2016;
Rothman et al., 2009; Truman, 2011; Woodlock, 2017)

Note. IPV ¼ intimate partner violence.

Table 2. Technology Which Enables Concealed and Supportive Behaviors Related to IPV.

Facilitators No. of Studies and References

Digital devices 8 (Bacchus et al., 2016; Bloom et al., 2014; Bosch & Schumm, 2004; Choo et al., 2015; Constantino et al., 2007; Finn &
Atkinson, 2009; Lindsay et al., 2013; Tarzia et al., 2017)

Digital tools and
services

6 (Finn & Atkinson, 2009; Freed et al., 2017; Lindsay et al., 2013; Matthews et al., 2017; Tarzia et al., 2017; Truman, 2011)

Note. IPV ¼ intimate partner violence.

Table 3. Technology Which Deters Concealed and Supported Behaviors Related to IPV.

Barriers No. of Studies and References

Social networking
sites

8 (Brem et al., 2015, Burke et al., 2011, Chaulk & Jones, 2011, Dimond et al., 2011, Fox & Tokunaga, 2015, Freed et al.,
2017, Marcum et al., 2017, Woodlock, 2017)

Digital devices 9 (Bacchus et al., 2016, Burke et al., 2011, Choo et al., 2015, Dimond et al., 2011, Freed et al., 2017, Halligan et al., 2013,
Reed et al., 2016, Truman, 2011, Woodlock, 2017)

Digital tools and
services

7 (Burke et al., 2011; Dimond et al., 2011; Freed et al., 2017; Matthews et al., 2017; Rothman et al., 2009; Truman, 2011;
Woodlock, 2017)

Note. IPV ¼ intimate partner violence.
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Table 4. Summary of Critical Findings.

Strategies
Facilitators to Effective Implementation
of the Strategies

Barriers to Effective Implementation
of the Strategies

Presence online
� Restricted present online/use of

technology (Dimond et al., 2011; Freed
et al., 2017; Matthews et al., 2017)

� Use of communication channels
(Chaulk & Jones, 2011; Dimond et al.,
2011; Halligan et al., 2013)

� Access to supportive resources (Bosch
& Schumm, 2004; Choo et al., 2015;
Lindsay et al., 2013; Tarzia et al., 2017)

Digital devices
� Smartphone (Lindsay et al., 2013; Tarzia

et al., 2017)
� Computer with access to the internet/

email (Bosch & Schumm, 2004)

Social networking sites
� Facebook (Chaulk & Jones, 2011;

Dimond et al., 2011; Freed et al., 2017)

Digital tools and services
� Web applications (Tarzia et al., 2017)
� Mobile application (Lindsay et al., 2013)
� Software (Matthews et al., 2017)

Digital devices
� GPS device; computer; mobile phone

(Dimond et al., 2011; Freed et al., 2017;
Halligan et al., 2013)

Digital tools and services
� Blocking tools (Dimond et al., 2011)
� Monitoring tools (Freed et al., 2017)
� Spyware (Matthews et al., 2017)

Granular control
� Anonymous email accounts (Dimond

et al., 2011; Finn & Atkinson, 2009)
� Blocking mechanisms (Dimond et al.,

2011; Freed et al., 2017; Matthews
et al., 2017; Truman, 2011)

� Strengthened privacy settings (Chaulk
& Jones, 2011; Finn & Atkinson, 2009;
Freed et al., 2017; Matthews et al.,
2017; Tarzia et al., 2017)

� Limited or avoiding sharing information
online (Dimond et al., 2011; Freed
et al., 2017; Matthews et al., 2017)

Digital devices
� Computer (Finn & Atkinson, 2009)
� Smartphone (Tarzia et al., 2017)

Social networking sites
� Facebook and other social media

(Chaulk & Jones, 2011; Dimond et al.,
2011; Freed et al., 2017)

Digital tools and services
� Phone and computer-related services

(Finn & Atkinson, 2009)
� Google search (Freed et al., 2017)
� Caller ID or call blocking (Truman,

2011)
� Software (Matthews et al., 2017)
� Web applications (Tarzia et al., 2017)

Digital devices
� GPS device; computer; mobile phone

(Dimond et al., 2011; Freed et al., 2017)
� Video or digital cameras; GPS device;

listening devices (Truman, 2011)
� Mobile phone (Freed et al., 2017)

Digital tools and services
� Blocking tools (Dimond et al., 2011)
� Spyware (Matthews et al., 2017;

Truman, 2011)
� Monitoring tools (Freed et al., 2017)

Use of digital support tools and services
� Digital interventions: Online Safety

Planning Intervention (Bloom et al.,
2014); Technology Safety Project (Finn
& Atkinson, 2009); DOVE technology
(Bacchus et al., 2016); Computer
Interventions (Choo et al., 2015); e-
mail device “MIVO” intervention
(Constantino et al., 2007); Personalized
safety plan (Lindsay et al., 2013)

� Online support services (Bloom et al.,
2014; Finn & Atkinson, 2009; Freed
et al., 2017; Lindsay et al., 2013; Tarzia
et al., 2017)

Digital devices
� Computer; mobile phone; smartphone

(Bloom et al., 2014; Choo et al., 2015;
Finn & Atkinson, 2009; Lindsay et al.,
2013; Tarzia et al., 2017)

� Tablet (Bacchus et al., 2016)
� MIVO (e-mail device) (Constantino

et al., 2007)

Digital devices
� Computer (Choo et al., 2015; Freed

et al., 2017)
� Tablet (Bacchus et al., 2016)

Digital tools and services
� Phone and computer-related services/

applications (Finn & Atkinson, 2009;
Lindsay et al., 2013; Tarzia et al., 2017)

� Google search (Freed et al., 2017)

Stalking and Surveillance
� Stalking (Brem et al., 2015; Burke et al.,

2011; Chaulk & Jones, 2011; Dimond
et al., 2011; Finn & Atkinson, 2009; Fox
and Tokunaga, 2015; Freed et al., 2017;
Matthews et al., 2017; Reed et al., 2016;
Truman, 2011; Woodlock, 2017)

� Surveillance and monitoring (Burke
et al., 2011; Dimond et al., 2011; Finn &
Atkinson, 2009; Freed et al., 2017;
Marcum et al., 2017; Matthews et al.,
2017; Reed et al., 2016; Rothman et al.,
2009; Truman, 2011; Woodlock, 2017)

� Sexting coercion (Ross et al., 2016)

Digital devices
� Computer (Finn & Atkinson, 2009)

Social networking sites
� Facebook and other social media (Brem

et al., 2015; Burke et al., 2011; Chaulk &
Jones, 2011; Dimond et al., 2011; Fox &
Tokunaga, 2015; Freed et al., 2017;
Marcum et al., 2017; Woodlock, 2017)

Digital tools and services
� Phone and computer-related services

(Finn & Atkinson, 2009)
� Google search (Freed et al., 2017)
� Software (Matthews et al., 2017)
� Caller ID or call blocking (Truman,

2011)

Digital devices
� GPS device; computer; mobile phone

(Dimond et al., 2011; Freed et al., 2017)
� Monitoring devices (Burke et al., 2011;

Reed et al., 2016; Woodlock, 2017)
� Video or digital cameras; GPS device;

listening devices (Truman, 2011)
Digital tools and services
� Monitoring tools (Burke et al., 2011;

Freed et al., 2017)
� Email monitoring (Rothman et al., 2009)
� Spyware (Matthews et al., 2017;

Truman, 2011; Woodlock, 2017)
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Presence Online

Access to a computer appears to have a protective effect, reduc-

ing abuse by giving the person experiencing IPV the opportu-

nity to seek out supportive people who also offer information

and advice (Bosch & Schumm, 2004). For some, a mobile

device was their only connection to the outside world (Choo

et al., 2015; Lindsay et al., 2013; Tarzia et al., 2017).

Online SNSs, such as Facebook, facilitate communication

between friends and acquaintances and mediate the provision

of information about activities, interests, and opinions among

friends and acquaintances (Chaulk & Jones, 2011; Halligan

et al., 2013). In times of isolation and separation from their

social network, social media sites such as Facebook provide

survivors with much needed connection to family and friends,

and associated social support, even though survivors may have

concerns about privacy (Dimond et al., 2011).

Conversely, three studies reported that survivors restricted

their presence online, and access/use of technology (Dimond

et al., 2011; Freed et al., 2017; Matthews et al., 2017). Some

survivors avoided going online, for example, using a paper

calendar, fearing that their abuser had greater technical pro-

wess and could uncover their activities (Freed et al., 2017).

Constraints were also placed on survivors’ online activities

through perpetrators’ physical control of devices and monitor-

ing behaviors (Dimond et al., 2011; Matthews et al., 2017).

Granular Control

Survivors adopted more fine-grained strategies of control over

their online presence, by concealing their identities and loca-

tion, blocking contact from their perpetrators, strengthening

privacy settings, restricting the content that they posted, and

changing their digital devices in various ways.

Creation of anonymous email accounts protected survivors’

identities (Finn & Atkinson, 2009). Dimond et al. (2011) iden-

tified that survivors would register a new prepaid mobile phone

under an alias to conceal their identity and could feel unable to

use their real names again, as they feared that their information

could show up on other phones or on the internet.

Survivors could also be proactive in using blocking mechan-

isms: for example, installing caller ID or call blocking to pre-

vent the perpetrator contacting them, changing or installing

new locks or security systems (Truman, 2011), or installing

software that warns when someone is trying to hack into their

accounts (Dimond et al., 2011; Freed et al., 2017; Matthews

et al., 2017; Truman, 2011). However, attempts to evade con-

tact with their perpetrator were made more challenging by

difficulties in blocking unwanted calls and text messages,

including financial costs and service provision by network car-

rier (Dimond et al., 2011).

Five studies reported the use of strengthened privacy set-

tings as a way of achieving granular control over survivors’

online presence: for example, using Facebook privacy settings

to restrict the majority of their profile to friends only, as well as

to block some individuals and to limit profile viewing to others

(Chaulk & Jones, 2011). Some types of privacy and security

options that were particularly useful to survivors were those

that enabled them to safely and privately use alternate devices

(e.g., using private browsing on someone else’s device), effec-

tively control their digital traces (e.g., delete content), and

maintain ambiguity and/or plausible deniability in their use

of technology (Finn & Atkinson, 2009; Freed et al., 2017;

Matthews et al., 2017; Tarzia et al., 2017).

Other common practices that survivors used included limit-

ing or avoiding sharing personal information online (e.g.,

social number security, personal and family pictures, Google

account information, credit cards; Dimond et al., 2011; Freed

et al., 2017; Matthews et al., 2017). Some opted to shut down

some of their online accounts or to delete content and activity

histories. Strategies used to achieve control over online pres-

ence extended to physical devices as well. Survivors threw

away their devices (e.g., mobile phones), used alternative

devices, changed their SIM card or internet service provider,

performed a factory reset on their device, and turned off ser-

vices like location tracking and Wi-Fi (Freed et al., 2017; Mat-

thews et al., 2017).

Use of Digital Support Tools and Services

A range of digital support tools and services were made use of

by those experiencing IPV, to empower them and increase their

safety, engage in screening for IPV with professional agencies,

and access online support from those with similar experiences.

Five studies reported on digital interventions which helped

to empower individuals experiencing IPV and keep them safe

(Bacchus et al., 2016; Bloom et al., 2014; Choo et al., 2015;

Constantino et al., 2007; Finn & Atkinson, 2009). For example,

the Online Safety Planning Intervention by Bloom et al. (2014)

is a tool designed to provide pregnant abused women with

additional strategies on their individualized safety plans (e.g.,

considerations for escape planning in isolated areas) based

upon their self-reported residency. A further example of digital

safety planning is offered by Lindsay et al. (2013): The Safety

Decision Aid Smartphone Application provides personalized

safety plan suggestions based on the user’s responses to ques-

tions in the interactive app. For example, if a user indicates in

the “My Relationship” section that their partner uses social

media to harass them, the personalized safety plan may include

detailed information about protecting internet accounts and

limiting access to, or closing, these accounts until they feel

safe. Additionally, if a user’s “Danger Assessment” score indi-

cates an extreme level of danger, the suggested safety strategies

that are offered are worded more urgently to indicate the impor-

tance of taking action (Lindsay et al., 2013).

Other approaches involve training individuals on computer

safety and other specific technologies, in order to ensure pri-

vacy: For example, how to secure a computer against spyware

which can monitor computer usage, how to turn off GPS which

can be used to track a person’s movements and real-time loca-

tion, and how to protect baby monitors from being hacked into

and thus avoid one’s home being surveilled remotely. This
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training has been shown to be effective in helping participants

to feel safer (Finn & Atkinson, 2009). Another digital tool, an

email device called MIVO, was found to be useful as “an email

interaction device among women, their child and a nurse to

reduce their risk for further interpersonal violence/abuse and

to increase disclosure of abuse,” and to provide support and

information (Constantino et al., 2007).

Digital tools were also used to screen for IPV. For instance,

women presenting at hospital emergency departments found

that divulging partner abuse via a computer-based screening

tool was therapeutic and empowering, and many felt that the

computer made it easier to report their experiences compared to

face to face interaction (Choo et al., 2015). Similar results were

reported by Bacchus et al. (2016) who evaluated the use of the

Domestic Violence Enhanced Home Visitation Program

(DOVE) program to screen for IPV in pregnant women using

computer tablets. DOVE eliminated the complex process for

those experiencing IPV of waiting for the right moment in the

relationship to ask about or disclose abuse. This was advanta-

geous to women in terms of being able to access help quickly.

A further advantage of the computer tablet was its built-in

safety mechanism: an icon switched from the DOVE program

to a baby video in the case of an unexpected interruption, such

as the perpetrator coming home. Only the home visitor could

reactivate DOVE with their unique identification number. The

greater sense of anonymity and privacy afforded by DOVE in

using a computer tablet (compared to face-to-face interviews)

meant that women were more likely to answer questions openly

around the nature of the abuse that they were experiencing

(Bacchus et al., 2016).

Tarzia et al. (2017) report that younger women who expe-

rience IPV prefer online support services delivered via web-

sites and apps to face-to-face communication for the provision

of embarrassing or sensitive information. The anonymity of

these online services afforded a more objective and unbiased

perspective than they might receive from known friends and

family. They also identify important benefits associated with

online support services, of convenience, flexibility, low cost,

and ability to fill service gaps. However, they also note the

need to design such services with the involvement of service

users and to attend carefully to factors such as language, tone,

anonymity, and links to sources of face-to-face support in ser-

vice design, in order to encourage uptake (Tarzia et al., 2017).

More broadly, web search tools such as Google were used

by survivors to search for information, including general tech-

nology information such as learning about new apps, and more

specific information—for example, online privacy and safety

specific searches (Bloom et al., 2014; Finn & Atkinson, 2009).

Survivors also sought out the information provided by IPV

support organizations, including high-level summaries of how

to think about digital privacy and safety, guides about privacy

settings for Facebook, and discussion of security practices such

as picking strong passwords (Freed et al., 2017; Lindsay et al.,

2013; Tarzia et al., 2017). They found it acceptable to seek

advice on IPV via computers/mobile devices, particularly when

social supports were unavailable or when information needed

to be accessed privately and safely.

Stalking and Surveillance

Perpetrators secretly extended their abusive behaviors via the

internet, through electronic surveillance and stalking/harass-

ment. They also extended preexisting coercive behavior online

via sexting coercion (Ross et al., 2016).

Stalking was undertaken in a number of ways. Perpetrators

monitored their partner’s3 social media activity, by constantly

checking their profile for updates, waiting for them to come

online, looking at the photos their partner had posted, and

reading their News feed (Brem et al., 2015; Chaulk & Jones,

2011; Fox & Tokunaga, 2015). They monitored their partner’s

connections with others, by visiting the groups that their part-

ner had joined, checking out the events their partner planned to

attend and the friends he or she had recently added, and using

Facebook to “keep tabs” on their partner and/or their family.

Perpetrators also monitored their partner’s location, checking

their status on social media to see where they would be (Burke

et al., 2011; Finn & Atkinson, 2009; Freed et al., 2017; Mat-

thews et al., 2017; Reed et al., 2016; Truman, 2011; Woodlock,

2017) and by using GPS devices to monitor their real-time

location (Freed et al., 2017; Truman, 2011). Chaulk and Jones

(2011) found that perpetrators’ online stalking and relational

intrusion was frequently facilitated by Facebook. Even when a

partner blocked the perpetrator from their Facebook account,

the perpetrator may continue their monitoring via the Facebook

pages of shared friends, family, or even their children (Brem

et al., 2015; Burke et al., 2011; Dimond et al., 2011; Fox &

Tokunaga, 2015; Woodlock, 2017).

Surveillance and “monitoring”’ are terms that are used inter-

changeably by researchers in the included studies. In the con-

text of IPV, perpetrators’ surveillance of past activities and

communications involved checking call histories, email his-

tories, and mobile phone bills (Finn & Atkinson, 2009; Wood-

lock, 2017). Snooping through a partner’s private

communications and messages was achieved by using their

passwords to log in to their online accounts without their

knowledge (Marcum et al., 2017) or by hacking into their com-

puters and mobile phones (Freed et al., 2017; Reed et al., 2016),

and email accounts (Rothman et al., 2009). Using spyware was

the most common tactic used by perpetrators in order to mon-

itor their partners. This did not always go undiscovered: Sev-

eral survivors reported finding spyware on their computer or

phone (Burke et al., 2011; Freed et al., 2017; Matthews et al.,

2017; Truman, 2011; Woodlock, 2017). Surveillance of phys-

ical activity and interactions was undertaken using web cam-

eras, cameras hidden in the home, spyware installed on the

partner’s computer, and listening devices/bugs (Burke et al.,

2011; Dimond et al., 2011; Truman, 2011; Woodlock, 2017).

Monitoring activities could also be less direct: For example,

perpetrators could spy by pretending to be the victim/survivor

in a chat room or email conversation (Finn & Atkinson, 2009;

Woodlock, 2017).
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Effect of Demographic Variables on Identified Strategies

Research Question 3 asked how the strategies identified in

Research Question 1 and Research Question 2 are affected by

age and gender, and how they varied across non-Western and

diaspora populations. Due to the sensitive topic of the review,

the majority of the included studies lacked adequate informa-

tion about demographic characteristics such as gender, age, and

geographical region. It was therefore difficult to explore the

relationship between strategies used and the demographics and

draw general conclusions. Although some of the studies

included sufficient demographic characteristics, only half of

them included both genders, with women outnumbering men.

Only one study included information about the effect of age

and geographical region on identified strategies.

Truman (2011) reported that those stalked by intimate part-

ners are significantly younger than those stalked by known

others and unknown offenders. Age was significantly and posi-

tively associated with higher scores on the seriousness of stalk-

ing scale. The same study reported that race/ethnicity (Black

and other, non-Hispanic) and stalking type (cyberstalking and

stalking with technology) were significant. Both Black and

other, non-Hispanic stalking victims had significantly higher

odds than White, non-Hispanics of defining the behaviors they

experienced as stalking (Truman, 2011). However, given these

findings are only from one study, they must be interpreted with

caution.

Women were significantly more likely to monitor partners’

behaviors by checking call histories, checking email histories,

checking SNSs, using partner’s password to monitor electronic

communication, sending excessive emails, and making exces-

sive calls. Conversely, women were significantly more likely to

report a partner’s use of technology, such as hidden cameras or

GPS, to monitor their behavior (Burke et al., 2011; Truman,

2011). Marcum et al. (2017) indicated that university students

who reported participating in cyberstalking via attempted log-

ins to their partner’s social media were more likely to be male.

According to Reed et al. (2016), there were no gender differ-

ences in the number of digital dating abuse behaviors experi-

enced; however, women reported more digital media use

overall. Moreover, women were more likely than men to be

coerced into sexting. Women reported higher rates and more

frequent sexting coercion compared with men, and engaged in

more sexting unwillingly. These data suggest that women may

be even more likely to “give in” to pressures to sext than to

have unwanted but consensual intercourse (Ross et al., 2016).

There was a lack of information on other important demo-

graphics of interest such as marital status, sexual orientation

of the couple, and citizenship status and this warrants future

inquiry. Similarly, further research on the influence of age and

ethnicity is also warranted.

Quality Assessment

The majority of the qualitative studies stated the aims of the

research clearly (n ¼ 8) used appropriate recruitment strategy

(n ¼ 8) and considered relevant ethical issues (n ¼ 7). In

addition, they included sufficiently rigorous data analysis

(n ¼ 8), stated the findings clearly (n ¼ 7), and discussed the

contribution of the study and the generalizability of research

findings (n ¼ 8). The majority of the studies (n ¼ 7) did not

consider the relationship between the researcher and partici-

pants adequately. Only five studies collected the data in a way

that addressed the research issues. All included studies used

appropriate qualitative methodology (Supplemental Material

Table C1).

The majority of the cross-sectional studies presented their

aims clearly (n ¼ 8), included appropriate study design (n ¼
10), defined the target population clearly (n ¼ 7), measured

appropriately the risk factor and outcome variables (n ¼ 10),

described the basic data adequately (n ¼ 7), and presented the

results for all the analyses described in the methods (n ¼ 9). In

addition, they included well-justified discussions and conclu-

sions (n ¼ 9) and discussed the limitations of the studies (n ¼
10). Only half of the studies included a sample frame taken

from an appropriate population base so that it closely repre-

sented the target/reference population under investigation;

measured the risk factor and outcome variables correctly using

instruments/measurements that had been trialed, piloted, or

published previously; included information about ethical

approval. None of the studies included sample size justification

section nor measurements to address and categorize nonrespon-

ders nor described information about nonresponders. Sample

size justification is crucial as sample size profoundly affects the

significance of the outcomes of the study. Moreover, nonre-

sponse bias occurs if the nonresponders are substantially dif-

ferent from the rest of the population in the sample. Thus, any

information on nonresponders is crucial. Furthermore, only

Truman (2011) used an appropriate sampling frame. It is very

important that the sampling frame is representative of the target

population as results from the study are going to be used to

make assumptions about the target population (Supplemental

Material Table C2).

The RCT study (Bloom et al., 2014) was judged as having a

high risk of bias, while the NRS (Finn & Atkinson, 2009) was

judged as weak. The last two sections of the Quality Assess-

ment Tool for Quantitative Studies—the interview integrity

and the analysis—were also assigned a quality rating of weak.

Discussion and Conclusion

Strategies

This review sought to understand what covert online strategies

survivors and perpetrators deploy with respect to IPV. A total

of 22 studies (nine qualitative studies, 11 cross-sectional stud-

ies, one RCT, and one NRS) were included in the evidence

synthesis. The majority of studies were conducted in the United

States. Notably, there was a substantial increase in relevant

published studies from 2010 onward. Four covert strategies

were identified: presence online, granular control and use of

digital support tools, and services were used by survivors,
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while stalking and surveillance were used by perpetrators of

IPV. The strategy of presence online encompassed access to a

computer, social connection and support, and restricted pres-

ence. It is important to note that while survivors can access

support and advice online, they may avoid going online for fear

of their perpetrator pursuing them into this space. At a time

when interpersonal communications, economic activity and

public services are all increasingly conducted online, survi-

vors’ fear of being online disadvantages them and may remove

access to social, informational, and practical support. If they

did go online, survivors could adopt fine-grained strategies of

control over their online presence, by concealing their identi-

ties and location, blocking contact from their perpetrators,

strengthening privacy settings, restricting the content that they

posted, and changing their digital devices in various ways.

Survivors’ use of digital support tools and services could help

to empower them and increase their safety, engage them in

screening for IPV with professional agencies, and provide

access to online information and support from professionals

and from those with similar experiences. While the internet

can thus be seen as a potential “force for good,” it can also

be used by perpetrators to secretly extend their abusive beha-

viors, through digital surveillance, stalking/harassment, and

sexting coercion.

Strengths and Limitations

A strength of this systematic review is the comprehensive

search strategy used, which facilitated a more evidence-based

approach to literature searching in a field where this is not

standard practice. Moreover, the inclusion of study designs

other than quantitative studies gave a wide and diverse range

of evidence. In the present systematic review, we also included

“gray” literature. Another important strength is the use of

diverse methodological quality assessment tools, to assess the

risk of bias of the included qualitative, quantitative, and mixed-

methods studies.

We acknowledge the limitations regarding the number of

studies and the methodological quality of studies included.

An important limitation of this work is the lack of research

on the most current technologies. Most of the studies that

passed our screening criteria involved the use of Facebook.

However, other social media platforms are increasingly being

used (e.g., Instagram, Twitter, WhatsApp, Snapchat), and we

do not yet know how they are used either by perpetrators or

those experiencing IPV. In addition, studies not in English were

excluded from the study, which may bias the findings. As such,

the results should be interpreted with some caution.

Future Work

The review highlighted the need for more well-designed stud-

ies that address covert strategies. We need robust research that

delivers insights into IPV survivors’ and perpetrators’ online

covert behaviors and activities with regard to demographic

characteristics, effects on physical and mental health outcomes,

and use of a wider range of social media services (e.g., Insta-

gram, WhatsApp). These understandings can help practitioners

to gather a more nuanced contemporary picture of survivors’

experiences of IPV and to develop advice for survivors that

reflects current digital behaviors. They can also assist law

enforcement agencies to be aware of new routes for gathering

forensic evidence on abusive behaviors (Nelson, 2019) and

inform new legislation on IPV so that it factors in online

behaviors.

Finally, we highlight the need for engagement between

those who design digital technologies and those with expertise

around IPV, to ensure that the design of digital technologies

takes account of the risks that can surface for those experien-

cing IPV. While there is growing interest within the human–

computer interaction community in designing technologies to

respond to sensitive contexts and events (Chancellor et al.,

2019; Herron et al., 2016; Moncur, 2013), partnership with

knowledgeable practitioners and those with lived experience

is vital in shaping the appropriate design of digital

technologies.

Summary of Practice, Policy, and Research Implications

Stakeholders: Practitioners (law enforcement, government agencies).
Recommendations: Training and resources for law enforce-

ment to identify covert strategies deployed by individuals

engaged in intimate partner violence (IPV), either abusers or

victims, as well as enablers and barriers encountered in using

these strategies.

Collaboration between police and service sectors to provide

support and advice to victims.

Training and resources to provide support and advice to

victims.

Stakeholders: Policy makers. Recommendations: Introduction of

specific criminal and civil legislation on online covert beha-

viors regarding IPV.

Stakeholders: Researchers. Recommendations: More well-

designed studies that address strategies for secret-keeping.

More scientifically assured methods for measuring and ana-

lyzing targeted outcomes, in relation to demographic

characteristics.

Further research regarding the effects on physical and men-

tal health outcomes due to online covert behaviors and

activities.
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Notes

1. Throughout this article, we apply gender-specific terms only where

they originate in the papers included in our review, to accurately

reflect research content.

2. We excluded studies that exclusively centered on young popula-

tions (children and adolescents under 16). However, studies with

children and adolescents under 16 that happened to also include

adults have been included.

3. In using the term “partner” here, we refer to either a current partner

who remains in the abusive relationship or an ex-partner who is no

longer in the relationship yet the perpetrator seeks to continue their

abusive behavior toward them.

References

Al-Alosi, H. (2017). Cyber-violence: Digital abuse in the context of

domestic violence. University of New South Wales Law Journal,

40(4), 1573–1603.

Armijo-Olivo, S., Stiles, C. R., Hagen, N. A., Biondo, P. D., & Cum-

mings, G. G. (2012). Assessment of study quality for systematic

reviews: A comparison of the Cochrane Collaboration Risk of Bias

Tool and the Effective Public Health Practice Project Quality

Assessment Tool: Methodological research. Journal of Evaluation

in Clinical Practice, 18(1), 12–18. https://doi.org/10.1111/j.1365-

2753.2010.01516.x

Bacchus, L. J., Bullock, L., Sharps, P., Burnett, C., Schminkey, D. L.,

Buller, A. M., & Campbell, J. (2016). Infusing technology into

perinatal home visitation in the United States for women experien-

cing intimate partner violence: Exploring the interpretive flexibil-

ity of an mHealth intervention. Journal of Medical Internet

Research, 18(11), 37–53. https://doi.org/10.2196/jmir.6251

Bloom, T. L., Glass, N. E., Case, J., Wright, C., Nolte, K., & Parsons,

L. (2014). Feasibility of an online safety planning intervention for

rural and urban pregnant abused women. Nursing Research, 63(4),

243–251. https://doi.org/10.1097/NNR.0000000000000036

Bosch, K., & Schumm, W. R. (2004). Accessibility to resources:

Helping rural women in abusive partner relationships become free

from abuse. Journal of Sex & Marital Therapy, 30(5), 357–370.

https://doi.org/10.1080/00926230490465118

Bradley, A., & Potter, A. (2018). Women most at risk of experiencing

partner abuse in England and Wales: Years ending March 2015 to

2017. Office for National Statistics

Brem, M. J., Florimbio, A. R., Grigorian, H., Wolford-Clevenger, C.,

Elmquist, J., Shorey, R. C., Rothman, E. F., Temple, J. R., &

Stuart, G. L. (2017). Cyber abuse among men arrested for domestic

violence: Cyber monitoring moderates the relationship between

alcohol problems and intimate partner violence. Psychology of

Violence, 9(4), 410–418. https://doi.org/10.1037/vio0000130

Brem, M. J., Spiller, L. C., & Vandehey, M. A. (2015). Online mate-

retention tactics on Facebook are associated with relationship

aggression. Journal of Interpersonal Violence, 30(16),

2831–2850. https://doi.org/10.1177/0886260514554286

Brown, M. L., Reed, L. A., & Messing, J. T. (2018). Technology-

based abuse: Intimate partner violence and the use of information

communication technologies. In J. R. Vickery & T. Everbach

(Eds.), Mediating misogyny: Gender, technology, and harassment

(pp. 209–227). Springer International Publishing.

Burke, S. C., Wallen, M., Vail-Smith, K., & Knox, D. (2011). Using

technology to control intimate partners: An exploratory study of

college undergraduates. Computers in Human Behavior, 27(3),

1162–1167. https://doi.org/10.1016/j.chb.2010.12.010

Chancellor, S., Andalibi, N., Blackwell, L., Nemer, D., & Moncur, W.

(2019). Sensitive research, practice and design in HCI. Paper pre-

sented at the Extended Abstracts of the 2019 CHI Conference on

Human Factors in Computing Systems. https://doi.org/10.1145/3

290607.3299003

Chaulk, K., & Jones, T. (2011). Online obsessive relational intrusion:

Further concerns about Facebook. Journal of Family Violence,

26(4), 245–254. https://doi.org/10.1007/s10896-011-9360-x

Choo, E., Ranney, M., Wetle, T., Morrow, K., Mello, M., Squires, D.,

Tapé, C., Garro, A., & Zlotnick, C. (2015). Attitudes toward com-

puter interventions for partner abuse and drug use among women in

the emergency department. Addictive Disorders & Their Treat-

ment, 14(2), 95–104.

Constantino, R., Crane, P. A., Noll, B. S., Doswell, W. M., & Braxter,

B. (2007). Exploring the feasibility of email-mediated interaction

in survivors of abuse. Journal of Psychiatric & Mental Health

Nursing, 14(3), 291–301.

Dimond, J. P., Fiesler, C., & Bruckman, A. S. (2011). Domestic vio-

lence and information communication technologies. Interacting

With Computers, 23(5), 413–421. https://doi.org/10.1016/

j.intcom.2011.04.006

Dixon-Woods, M., Sutton, A., Shaw, R., Miller, T., Smith, J., Young,

B., Bonas, S., Booth, A., & Jones, D. (2007). Appraising qualita-

tive research for inclusion in systematic reviews: A quantitative

and qualitative comparison of three methods. Journal of Health

Services Research & Policy, 12(1), 42–47. https://doi.org/10.1258/

135581907779497486

Downes, M. J., Brennan, M. L., Williams, H. C., & Dean, R. S. (2016).

Development of a critical appraisal tool to assess the quality of

cross-sectional studies (AXIS). BMJ Open, 6(12), e011458.

Eden, K. B., Perrin, N. A., Hanson, G. C., Messing, J. T., Bloom, T. L.,

Campbell, J. C., Gielen, A. C., Clough, A. S., Barnes-Hoyt, J. S., &

Grimani et al. 11

https://orcid.org/0000-0002-2076-6199
https://orcid.org/0000-0002-2076-6199
https://orcid.org/0000-0002-2076-6199
https://doi.org/10.1111/j.1365-2753.2010.01516.x
https://doi.org/10.1111/j.1365-2753.2010.01516.x
https://doi.org/10.2196/jmir.6251
https://doi.org/10.1097/NNR.0000000000000036
https://doi.org/10.1080/00926230490465118
https://doi.org/10.1037/vio0000130
https://doi.org/10.1177/0886260514554286
https://doi.org/10.1016/j.chb.2010.12.010
https://doi.org/10.1145/3290607.3299003
https://doi.org/10.1145/3290607.3299003
https://doi.org/10.1007/s10896-011-9360-x
https://doi.org/10.1016/j.intcom.2011.04.006
https://doi.org/10.1016/j.intcom.2011.04.006
https://doi.org/10.1258/135581907779497486
https://doi.org/10.1258/135581907779497486


Glass, N. E. (2015). Use of online safety decision aid by abused

women effect on decisional conflict in a randomized controlled

trial. American Journal of Preventive Medicine, 48(4), 372–383.

https://doi.org/10.1016/j.amepre.2014.09.027

Finn, J., & Atkinson, T. (2009). Promoting the safe and strategic use of

technology for victims of intimate partner violence: Evaluation of

the technology safety project. Journal of Family Violence, 24(1),

53–59.

Ford-Gilboe, M., Varcoe, C., Scott-Storey, K., Wuest, J., Case, J.,

Currie, L. M., Glass, N., Hodgins, M., MacMillan, H., Perrin, N.,

& Wathen, C. N. (2017). A tailored online safety and health inter-

vention for women experiencing intimate partner violence: The

iCAN Plan 4 Safety randomized controlled trial protocol. BMC

Public Health, 17. https://doi.org/10.1186/s12889-017-4143-9

Fox, J., & Tokunaga, R. S. (2015). Romantic partner monitoring after

breakups: Attachment, dependence, distress, and post-dissolution

online surveillance via social networking sites. Cyberpsychology,

Behavior, and Social Networking, 18(9), 491–498. https://doi.org/

10.1089/cyber.2015.0123

France, E. F., Uny, I., Ring, N., Turley, R. L., Maxwell, M., Duncan,

E. A., Jepson, R. G., Roberts, R. J., & Noyes, J. (2019). A meth-

odological systematic review of meta-ethnography conduct to

articulate the complex analytical phases. BMC Medical Research

Methodology, 19(1), 35.

Freed, D., Palmer, J., Minchala, D. E., Levy, K., Ristenpart, T., &

Dell, N. (2017). Digital technologies and intimate partner violence:

A qualitative analysis with multiple stakeholders. Journal Pro-

ceedings of the ACM on Human-Computer Interaction, 1(CSCW),

1–22. https://doi.org/10.1145/3134681

Haddaway, N. R., & Bilotta, G. S. (2016). Systematic reviews: Separ-

ating fact from fiction. Environment International, 92–93,

578–584.

Halligan, C., Knox, D., & Brinkley, J. (2013). Trapped: Technology as

a barrier to leaving an abusive relationship. College Student Jour-

nal, 47(4), 644–648.

Henry, N., & Powell, A. (2018). Technology-facilitated sexual vio-

lence: A literature review of empirical research. Trauma Violence

Abuse, 19(2), 195–208. https://doi.org/10.1177/15248380166

50189

Herron, D., Andalibi, N., Haimson, O., Moncur, W., & van den

Hoven, E. (2016). HCI and sensitive life experiences. Paper pre-

sented at the Proceedings of the Ninth Nordic Conference on

Human-Computer Interaction. https://doi.org/10.1145/2971485.

2987673

Higgins, J. P., Altman, D. G., Gotzsche, P. C., Juni, P., Moher, D.,

Oxman, A. D., Savovic, J., Schulz, K. F., Weeks, L., & Sterne, J. A.,

& Cochrane Bias Methods Group; Cochrane Statistical Methods

Group. (2011). The Cochrane Collaboration’s tool for assessing risk

of bias in randomised trials. BMJ, 343, d5928.

Houghton, C., Murphy, K., Meehan, B., Thomas, J., Brooker, D., &

Casey, D. (2017). From screening to synthesis: Using NVivo to

enhance transparency in qualitative evidence synthesis. Journal of

Clinical Nursing, 26(5–6), 873–881.

Jenaroa, C., Floresa, N., & Frı́asb, C. P. (2018). Systematic review of

empirical studies on cyberbullying in adults: What we know and

what we should investigate. Aggression and Violent Behavior, 38,

113–122.

Koziol-McLain, J., Vandal, A. C., Nada-Raja, S., Wilson, D., Glass,

N. E., Eden, K. B., McLean, C., Dobbs, T., & Case, J. (2015). A

web-based intervention for abused women: The New Zealand isafe

randomised controlled trial protocol. BMC Public Health, 15.

https://doi.org/10.1186/s12889-015-1395-0

Krug, E. G., Dahlberg, L. L., Mercy, J. A., Zwi, A. B., & Lozano, R.

(2002). World report on violence and health. World Health

Organization.

Lee, K., & Andleeerson, J. (2016). The internet and intimate partner

violence. Criminal Justice. https://aequitasresource.org/wp-con

tent/uploads/2018/09/The-Internet-and-Intimate-Partner-Vio

lence-Technology-Changes-Abuse-Does-Not-Issue16.pdf

Leisring, P. A., & Giumetti, G. W. (2014). Sticks and stones may

break my bones, but abusive text messages can also hurt: Devel-

opment and validation of the Cyber Psychological Abuse (CPA)

Scale. Partner Abuse, 5, 323–341.

Lindsay, M., Messing, J. T., Thaller, J., Baldwin, A., Clough, A.,

Bloom, T., Eden, K. B., & Glass, N. (2013). Survivor feedback

on a safety decision aid smartphone application for college-age

women in abusive relationships. Journal of Technology in Human

Services, 31(4), 368–388. https://doi.org/10.1080/15228835.2013

.861784

Marcum, C. D., Higgins, G. E., & Nicholson, J. (2017). I’m watching

you: Cyberstalking behaviors of university students in romantic

relationships. American Journal of Criminal Justice, 42(2),

373–388. https://doi.org/10.1007/s12103-016-9358-2

Marganski, A., & Melander, L. (2018). Intimate partner violence vic-

timization in the cyber and real world: Examining the extent of

cyber aggression experiences and its association with in-person

dating violence. Journal of Interpersonal Violence, 33(7),

1071–1095. https://doi.org/10.1177/0886260515614283

Matthews, T., O’Leary, K., Turner, A., Sleeper, M., Woelfer, J. P.,

Shelton, M., Manthorne, C., Churchill, E. F., & Consolvo, S.

(2017). Stories from survivors: Privacy & Security practices when

coping with intimate partner abuse. Paper presented at the Pro-

ceedings of the 2017 CHI Conference on Human Factors in Com-

puting Systems, Denver, Colorado, United States.

Mays, N., Pope, C., & Popay, J. (2005). Systematically reviewing

qualitative and quantitative evidence to inform management and

policy-making in the health field. Journal of Health Services

Research & Policy, 10(Suppl 1), 6–20. https://doi.org/10.1258/13

55819054308576

Melander, L. A. (2010). College students’ perceptions of intimate

partner cyber harassment. Cyberpsychology, Behavior, and Social

Networking, 13(3), 263–268. https://doi.org/10.1089/cyber.

2009.0221

Moncur, W. (2013). The emotional wellbeing of researchers: Consid-

erations for practice. Paper presented at the Proceedings of the

SIGCHI Conference on Human Factors in Computing Systems.

https://doi.org/10.1145/2470654.2466248

Moncur, W., & Herron, D. (2018). How to digitally disentangle after a

break up—Some new rules. https://theconversation.com/how-to-

digitally-disentangle-after-a-break-up-some-new-rules-90592

12 TRAUMA, VIOLENCE, & ABUSE XX(X)

https://doi.org/10.1016/j.amepre.2014.09.027
https://doi.org/10.1186/s12889-017-4143-9
https://doi.org/10.1089/cyber.2015.0123
https://doi.org/10.1089/cyber.2015.0123
https://doi.org/10.1145/3134681
https://doi.org/10.1177/1524838016650189
https://doi.org/10.1177/1524838016650189
https://doi.org/10.1145/2971485.2987673
https://doi.org/10.1145/2971485.2987673
https://doi.org/10.1186/s12889-015-1395-0
https://aequitasresource.org/wp-content/uploads/2018/09/The-Internet-and-Intimate-Partner-Violence-Technology-Changes-Abuse-Does-Not-Issue16.pdf
https://aequitasresource.org/wp-content/uploads/2018/09/The-Internet-and-Intimate-Partner-Violence-Technology-Changes-Abuse-Does-Not-Issue16.pdf
https://aequitasresource.org/wp-content/uploads/2018/09/The-Internet-and-Intimate-Partner-Violence-Technology-Changes-Abuse-Does-Not-Issue16.pdf
https://doi.org/10.1080/15228835.2013.861784
https://doi.org/10.1080/15228835.2013.861784
https://doi.org/10.1007/s12103-016-9358-2
https://doi.org/10.1177/0886260515614283
https://doi.org/10.1258/1355819054308576
https://doi.org/10.1258/1355819054308576
https://doi.org/10.1089/cyber.2009.0221
https://doi.org/10.1089/cyber.2009.0221
https://doi.org/10.1145/2470654.2466248


Moncur, W., Orzech, K. M., & Neville, F. G. (2016). Fraping, social

norms and online representations of self. Computers in Human

Behavior, 63, 125–131.

National and Collaborating Centre for Methods, Tools. (2008). Qual-

ity assessment tool for quantitative studies. https://www.nccmt.ca/

knowledge-repositories/search/14

Nelson, T. (2019). Digital forensics working group. Pollock Halls,

Edinburgh Scottish Police Authority.

Popay, J., Roberts, H., Sowden, A., Petticrew, M., Arai, L., Rodgers,

M., Britten, N., & Duffy, S. (2006). Guidance on the conduct of

narrative synthesis in systematic reviews: A product from the

ESRC Methods Programme. https://www.lancaster.ac.uk/media/

lancaster-university/content-assets/documents/fhm/dhr/chir/

NSsynthesisguidanceVersion1-April2006.pdf

Powell, A., & Henry, N. (2016). Policing technology-facilitated sexual

violence against adult victims: Police and service sector perspec-

tives. Policing and Society, 28(3), 291–307. https://doi.org/

10.1080/10439463.2016.1154964

Reed, L. A., Tolman, R. M., & Ward, L. M. (2016). Snooping and

sexting: Digital media as a context for dating aggression and abuse

among college students. Violence Against Women, 22(13),

1556–1576.

Ross, J. M., Drouin, M., & Coupe, A. (2016). Sexting coercion as a

component of intimate partner polyvictimization. Journal of Inter-

personal Violence. https://dx.doi.org/10.1177/0886260516660300

Rothman, E. F., Meade, J., & Decker, M. R. (2009). E-mail use among

a sample of intimate partner violence shelter residents. Violence

Against Women, 15(6), 736–744. https://doi.org/10.1177/

1077801209332188

Smoker, M., & March, E. (2017). Predicting perpetration of intimate

partner cyberstalking: Gender and the Dark Tetrad. Computers in

Human Behavior, 72, 390–396. https://doi.org/10.1016/

j.chb.2017.03.012

Southworth, C., Finn, J., Dawson, S., Fraser, C., & Tucker, S. (2007).

Intimate partner violence, technology, and stalking. Violence

Against Women, 13(8), 842–856. https://doi.org/10.1177/

1077801207302045

Stemler, S. (2001). An overview of content analysis. Practical Assess-

ment, Research & Evaluation, 7(17). https://doi.org/10.7275/z6fm-

2e34

Tarzia, L., Iyer, D., Thrower, E., & Hegarty, K. (2017). “Technology

doesn’t judge you”: Young Australian women’s views on using the

Internet and smartphones to address intimate partner violence.

Journal of Technology in Human Services, 35(3), 199–218.

https://doi.org/10.1080/15228835.2017.1350616

Tarzia, L., Murray, E., Humphreys, C., Glass, N., Taft, A., Valpied, J.,

& Hegarty, K. (2016). I-DECIDE: An online intervention drawing

on the psychosocial readiness model for women experiencing

domestic violence. Women’s Health Issues, 26(2), 208–216.

https://doi.org/10.1016/j.whi.2015.07.011

Thomas, J., & Harden, A. (2008). Methods for the thematic synthesis

of qualitative research in systematic reviews. BMC Medical

Research Methodology, 8, 45. https://doi.org/10.1186/1471-2288-

8-45

Tokunaga, R. S. (2011). Social networking site or social surveillance

site? Understanding the use of interpersonal electronic surveillance

in romantic relationships. Computers in Human Behavior, 27(2),

705–713.

Truman, J. L. (2011). Examining intimate partner stalking and use of

technology in stalking victimization. ProQuest Information &

Learning, US. http://search.ebscohost.com/login.aspx?

direct¼true&db¼psyh&AN¼2011-99030-134&site¼ehost-live

Walsh, D., & Downe, S. (2006). Appraising the quality of qualitative

research. Midwifery, 22(2), 108–119.

Wathen, C. N., & McKeown, S. (2010). Can the government really

help? Online information for women experiencing violence. Gov-

ernment Information Quarterly, 27(2), 170–176. https://doi.org/

10.1016/j.giq.2009.12.004

Woodlock, D. (2017). The abuse of technology in domestic violence

and stalking. Violence Against Women, 23(5), 584–602. https://

doi.org/10.1177/1077801216646277

Author Biographies

Aikaterini Grimani, PhD, is a postdoctoral research fellow at War-

wick Business School, Policy Research Unit in Behavioural Science.

She has completed a number of systematic reviews and other forms of

evidence synthesis projects including economic evaluation of OSH

interventions (AFA Insurance, Sweden), The effectiveness of worksite

health promotion interventions (Public Health Agency of Sweden),

Keeping Secrets Online (CREST), and Cumulative Revelations of

Personal Data (EPSRC). Her research traverses disciplinary bound-

aries, drawing on Behavioural Science, Psychology, and Sociology.

Anna Gavine, PhD, is a systematic reviewer with methodological

expertise in a diverse range of areas. She has completed a number of

projects where systematic reviews and other forms of evidence synth-

esis played an integral part, including Keeping Secrets Online

(CREST), breastfeeding support interventions (World Health Organi-

zation), development of the Nursing and Midwifery Council’s Educa-

tional Standards (NMC), development of maternity and neonatal

services in Scotland (Scottish Government), and effectiveness of Youth

Violence prevention interventions (Strathclyde Joint Police Board).

Wendy Moncur, PhD, is a professor at the University of Strathclyde,

Computer and Information Sciences. She is a member of the EPSRC

Peer Review College and is a visiting scholar at the University of

Technology, Sydney, Australia. She leads a program of research that

focuses on human aspects of cybersecurity, online identity, reputation,

privacy, and trust. Grounded in Human Computer Interaction, her

work traverses disciplinary boundaries, also drawing on psychology,

sociology, digital anthropology, and design. She has over 70 publica-

tions in leading conferences and journals and delivers impact from her

research via commissioned workshops, public lectures, and media

engagement.

Grimani et al. 13

https://www.lancaster.ac.uk/media/lancaster-university/content-assets/documents/fhm/dhr/chir/NSsynthesisguidanceVersion1-April2006.pdf
https://www.lancaster.ac.uk/media/lancaster-university/content-assets/documents/fhm/dhr/chir/NSsynthesisguidanceVersion1-April2006.pdf
https://www.lancaster.ac.uk/media/lancaster-university/content-assets/documents/fhm/dhr/chir/NSsynthesisguidanceVersion1-April2006.pdf
https://doi.org/10.1080/10439463.2016.1154964
https://doi.org/10.1080/10439463.2016.1154964
https://dx.doi.org/10.1177/0886260516660300
https://doi.org/10.1177/1077801209332188
https://doi.org/10.1177/1077801209332188
https://doi.org/10.1016/j.chb.2017.03.012
https://doi.org/10.1016/j.chb.2017.03.012
https://doi.org/10.1177/1077801207302045
https://doi.org/10.1177/1077801207302045
https://doi.org/10.7275/z6fm-2e34
https://doi.org/10.7275/z6fm-2e34
https://doi.org/10.1080/15228835.2017.1350616
https://doi.org/10.1016/j.whi.2015.07.011
https://doi.org/10.1186/1471-2288-8-45
https://doi.org/10.1186/1471-2288-8-45
http://search.ebscohost.com/login.aspx?direct=true&db=psyh&AN=2011-99030-134&site=ehost-live
http://search.ebscohost.com/login.aspx?direct=true&db=psyh&AN=2011-99030-134&site=ehost-live
http://search.ebscohost.com/login.aspx?direct=true&db=psyh&AN=2011-99030-134&site=ehost-live
http://search.ebscohost.com/login.aspx?direct=true&db=psyh&AN=2011-99030-134&site=ehost-live
http://search.ebscohost.com/login.aspx?direct=true&db=psyh&AN=2011-99030-134&site=ehost-live
http://search.ebscohost.com/login.aspx?direct=true&db=psyh&AN=2011-99030-134&site=ehost-live
https://doi.org/10.1016/j.giq.2009.12.004
https://doi.org/10.1016/j.giq.2009.12.004
https://doi.org/10.1177/1077801216646277
https://doi.org/10.1177/1077801216646277


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness false
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Remove
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages false
  /ColorImageMinResolution 266
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Average
  /ColorImageResolution 175
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50286
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages false
  /GrayImageMinResolution 266
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Average
  /GrayImageResolution 175
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50286
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages false
  /MonoImageMinResolution 900
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Average
  /MonoImageResolution 175
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50286
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox false
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (U.S. Web Coated \050SWOP\051 v2)
  /PDFXOutputConditionIdentifier (CGATS TR 001)
  /PDFXOutputCondition ()
  /PDFXRegistryName (http://www.color.org)
  /PDFXTrapped /Unknown

  /CreateJDFFile false
  /Description <<
    /ENU <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>
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AllowImageBreaks true
      /AllowTableBreaks true
      /ExpandPage false
      /HonorBaseURL true
      /HonorRolloverEffect false
      /IgnoreHTMLPageBreaks false
      /IncludeHeaderFooter false
      /MarginOffset [
        0
        0
        0
        0
      ]
      /MetadataAuthor ()
      /MetadataKeywords ()
      /MetadataSubject ()
      /MetadataTitle ()
      /MetricPageSize [
        0
        0
      ]
      /MetricUnit /inch
      /MobileCompatible 0
      /Namespace [
        (Adobe)
        (GoLive)
        (8.0)
      ]
      /OpenZoomToHTMLFontSize false
      /PageOrientation /Portrait
      /RemoveBackground false
      /ShrinkContent true
      /TreatColorsAs /MainMonitorColors
      /UseEmbeddedProfiles false
      /UseHTMLTitleAsMetadata true
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /BleedOffset [
        9
        9
        9
        9
      ]
      /ConvertColors /ConvertToRGB
      /DestinationProfileName (sRGB IEC61966-2.1)
      /DestinationProfileSelector /UseName
      /Downsample16BitImages true
      /FlattenerPreset <<
        /ClipComplexRegions true
        /ConvertStrokesToOutlines false
        /ConvertTextToOutlines false
        /GradientResolution 300
        /LineArtTextResolution 1200
        /PresetName ([High Resolution])
        /PresetSelector /HighResolution
        /RasterVectorBalance 1
      >>
      /FormElements true
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MarksOffset 9
      /MarksWeight 0.125000
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PageMarksFile /RomanDefault
      /PreserveEditing true
      /UntaggedCMYKHandling /UseDocumentProfile
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
  /SyntheticBoldness 1.000000
>> setdistillerparams
<<
  /HWResolution [288 288]
  /PageSize [612.000 792.000]
>> setpagedevice


